**Специалист по обнаружению компьютерных атак и инцидентов в центр мониторинга ГосСОПКА**

Требуемый опыт работы в сфере информационной безопасности или информационных технологий: от 1 года.

Полная занятость, полный день.

**Обязанности:**

* мониторинг, реагирование и расследование инцидентов ИБ в рамках работы центра;
* участие в разработке правил корреляции\сценариев выявления инцидентов ИБ;
* регистрация и анализ выявленных инцидентов ИБ, формирование рекомендаций по устранению последствий инцидентов ИБ;
* участие в разработке сценариев реагирования.

**Требования:**

* высшее образование в сфере информационной безопасности или технической специализации, возможны студенты последних курсов;
* базовое знание сетевых протоколов и технологий сетей передачи данных;
* базовые навыки в администрировании сетевого оборудования и операционных систем (Windows, Linux);
* базовые знания написания скриптов (powershell, python, bash);
* грамотная устная и письменная речь.

**Условия:**

* работа с командой квалифицированных специалистов;
* график: 5/2 - 8-часовой рабочий день (+ 1 час - обеденный перерыв);
* белая заработная плата: достойный оклад + премии;
* оформление по ТК РФ, социальный пакет, обучение.

**Контактные данные:**

Руководитель Верхне-Волжского корпоративного Центра ГосСОПКА

Костин Николай Митрофанович.

ООО "Стандарт безопасности"

г. Ярославль, ул. Белинского, 16В

моб. +7-(920)-129-80-79